ASSET MANAGEMENT

Politica de Risco Operacional e Continuidade de Negédcios
Bahia AM Renda Variavel Ltda. e Bahia AM Renda Fixa Ltda.

0 IR0 5 N I 7/ 3
02. CONCEITUACAO / DEFINICAO: +cvueunenneiniineiiiieii ettt e e ea et e eaneaae 3
03. ABRANGENCIA / AREAS ENVOLVIDAS: «..vveiiiiinnniiiiiiiieeeceiiiie e e e e 4
04. RESPONSABILIDADES: « . uutttttiiiiiiiittttiiiiiiiiitettiiiiiiieeetansiiiiseeessssssesseeessnnns 4
04.01. Responsaveis pela execucéo das atribuicées da Politica: «..cooeevennenniiiiiiiiiiiiiiii.. 4
04.02. Responsaveis pela manutencao da Politica:..coeeveeeneriiiiiniiiiiiiiiiiiiiiiiiiiens 4
0T 0 1 2 I 2174 0 4
06. Eventos de RisCO Operacional .....oevveivuiiiiiiiiiiiiiiiiiiiiiiiiiiiii i neeaeens 4
06.01. Fraudes INtErNas € EXLOIMAS -« «ceeeeeetteteeeennnnnueeeeeeeeeeseseaasnnnnaneeeseessssseesssnannnnneees 4
06.02. Demandas Trabalhistas e Seguranca no Local de Trabalho «.......cccoviviiiiiiiiiiiiii, 4
06.03. Praticas Inadequadas Relativas a Clientes, Produtos € Servigcos «.....cooevveneiiiiiiineniennne. 5
06.04. Danos a Ativos FiSiCOS PrOPIiOS.«coeeereeetteteiteeieiiteitiitiiiteiteeieeiteieeiteeieeareeaenaanns 5
06.05. Aqueles que acarretam a Interrupcao das Atividades da Instituicao «......coooevneiieeiniiiaen. 5
06.06. Falhas em Sistemas de Tecnologia da INfOrmagao ««.cveeeerternneriiniinieeiiiiirieerieenneenens 5
06.07. Falhas na Execucdo, Cumprimento de Prazos e Gerenciamento das Atividades -.............. 5
06.08. RisCO Legal @ REGULALOIIO « v veereeitiitiitiii i e e ee e e aeans 5
06.09. RiSCO OriUNAO dAS COMTETOIAS -« «vvveeeeeeereeaannnnnnuneeeeeeesseseessnnnnaneeesesssseseesssssnnnnnenes 6
07. Planejamento Estratégico de Continuidade.......oovevieeiiiiiiiiiiiiiiiiii, 6
08. AnAlise de RiSCOS POLENCIAIS  ++eeeeerereerreeeeerrereeeeeeeesseessessssessssssssssssssssssasssssss 6
08.01. 1dentificCAaca0 A& CENAITOS +«vuverenrarrnenentenetateeitateeatateeatateeataseeaeaseeaaasenansanss 6
08.01.01. CENANIO REGULAI ... ettt ettt ettt et et e te et et e teeeaeaeeneeeenenaeneens 7
08.01.02. CeNANIO CritiCO . euvutieiniiitiiiiiit i ae e eaeas 8
08.01.03. Cenario CatastrofiCo ....o.vuiuiiiiuiiiiiiiiiiiiiii e 8
08.01.04. CENAIO COVID-T9 1t uutnnintintintieiit ettt ettt ettt ettt eeeaereetttenenaeneens 8
08.02. Analise de Criticidade: .....ccvviuiniiiiiiiiiiiii i 9
09. Sistemas de CONTINGENCIA .+t eertttirtiiiiiiiiii ittt i eeaeeaaes 11
09.01. INFra@Strutura de Tl e e ettt ettt ettt ieteeeeeeeteeennnanaeeaeaes 11
(010 TR0 B T Y - T =] o} (=] 11
0L 0 T - - Vot U o N 11
09.04. Alta disponibilidade do Ambiente TecnolOgiCo « . vvvvvrireriiariiiiiiiiiiiiiiicie, 11
Politica de Risco Operacional e Continuidade de Negdcios Vigente desde 31/12/2025

1



ASSET MANAGEMENT

09.05. Queda de Energia / NODreaks «««vveeeeenueeiiiiiiii it eeees 12
00 201 T 1 =] 1= 12
0L TR0 720 3 1 V- 1| 12
010 T 0 TR 1= =) 0 1 Y 12
09.09. BlOOMDErg ANYWHEIE « v nviniiniitiitiit i neaeaaes 12
09.070. ANTIVIIUS +evveeeeennneeeeenneeeeenneeeeenneeeeeensseesssnsseesssnssssssnsssesssnssessssnsssssssnnsanns 12
09.011. ACESSO REMOTO «- - vteernnnutereenetereeteereaeeeeeeanereseeanaeeseannnesseennnesseennneseennnnesss 13
09.012. Acesso Remoto CONtINGENCIA ++vverrereneeneiiatiitiit ittt eieet et ieeeeaene, 13
09.013. Contingéncia GESLOr A€ RECUISOS «+vvevrerrinriuiiriieineiiitiitintinteeietnentereeneeneenenaes 13
09.014. Manual Operacional de Acesso ao Servidor de Contingéncia «.....coeveveveiiiiiiininininnnne. 13
010. Processo de ALIVAGAD +vvvvenrrnreneenenseieeeeteeteateiteieeeateasetteieeeaseasenaeieenennsn 13
(O T T = Vot Vo A I =3 =L N 13
0 Y N 14
013. CONSIDERACOES FINAIS: «-eunerniininntiieiieiie et ettt et ea e ea e eaaeans 14
014. LEGISLACAO / REGULACAO RELACIONADA: .. cuvivinininininiiiiiiiinicinicieaeaeaeaeae, 14
015. REFERENCIA INTERNA: «.cceuneeeeeiiiiiiiiiiiie e ettt e e e e e e eeaanaeees 14
016. BIBLIOGRAFIA ettt ettt ettt tetttaseeeeeeseetnnaseeessenns 14
017. GLOSARIO -+ttt ettt ettt e et e e e e e e e eaaae 14
Politica de Risco Operacional e Continuidade de Negdcios Vigente desde 31/12/2025

2



ASSET MANAGEMENT

01. OBJETIVO:

A Bahia AM Renda Variavel Ltda. e a Bahia AM Renda Fixa Ltda. (doravante denominadas em conjunto
“Gestoras”) visam sua permanente conformidade com as normas cabiveis, bem como reduzir os riscos
incorridos diante da natureza de seus negocios.

A presente Politica de Risco Operacional e Continuidade de Negocios das Gestoras (“Politica) expoe
a analise qualitativa dos riscos operacionais e informa o modo pelo qual as Gestoras responderao a
possiveis eventos de forma a garantir que as funcoes criticas do negdcio retornem dentro de um prazo
conveniente.

Este documento aplica-se a todos os sdcios, administradores, empregados e estagiarios (doravante
denominados em conjunto “Colaboradores”) das Gestoras, bem como todas e quaisquer sociedades
a elas ligadas destinadas a gestao de recursos de terceiros devendo todos seguirem as diretrizes aqui
apresentadas.

As mencoes aos fundos sob gestao no presente documento devem ser entendidas como mencgdes as
classes e subclasses, conforme aplicavel, sem prejuizo das caracteristicas e condicdes particulares
de cada classe e subclasse, em linha com a regulamentacao vigente e os respectivos anexos e
suplementos.

02. CONCEITUAGAO / DEFINIGAO:

O Comité de Basiléia (2003) define enquanto risco operacional o risco de perda resultante de uma
falha ou de um inadequado processo interno de controle podendo ele ser gerado pelo homem, pelo
sistema ou por eventos externos.

Soma-se a definicao de risco operacional, o risco legal e regulatério associado a inadequacdo ou
ineficiéncia dos contratos firmados pela instituicdo; a inobservancia da regulamentacao em vigor no
tocante aos produtos/servicos oferecidos pela instituicao; bem como as indenizacdes por danos a
terceiros decorrentes de atividades desenvolvidas pela instituicio e as sancbes advindas de
descumprimento de dispositivos legais.

Ja a continuidade de negocios pode ser definida como o conjunto de acdes estratégicas que, ao serem
realizadas, objetivam assegurar a continuidade das operacdes em eventuais indisponibilidades
prolongadas ou totais de recursos essenciais (dados, sistemas da informacao, equipamentos e
instalacoes).

A obrigatoriedade da elaboracdo de um Plano de Risco Operacional e Continuidade de Negocios foi
introduzida pelo Sistema Financeiro Nacional, inicialmente restrito as areas de Tl, através da Circular
n° 2.892 do Banco Central do Brasil, a qual visava o estabelecimento de acoes destinadas a assegurar
a continuidade operacional das instituicées financeiras contra eventuais emergéncias capazes de
afetar os sistemas eletronicos na passagem do ano 1999 para o 2000.

Com a Resolucao n° 3.380 do Banco Central do Brasil, de 29 de junho de 2006, o Sistema Financeiro
Nacional ressaltou a importancia de se mitigar os riscos operacionais e organizar um plano de
contingéncia, contendo as estratégias a serem adotadas pelas instituicées financeiras para assegurar
condicées de continuidade das atividades e para limitar graves perdas decorrentes de risco
operacional.
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Por fim, a Resolucdo CVM n° 21, Item 10.4, Anexo E, indica como obrigatoria a elaboracao de um
plano de contingéncia, continuidade de negocios e recuperacao de desastres adotados. Tal obrigacao
é reforcada pela autorregulacao, conforme Secado IV, do Capitulo Il, das Regras e Procedimentos de
Deveres Basicos da ANBIMA.

03. ABRANGENCIA / AREAS ENVOLVIDAS:
= Compliance;
= Risco; e
= T
04. RESPONSABILIDADES:
04.01. Responsaveis pela execucdo das atribuicdes da Politica:

E de responsabilidade das areas de Tl a execucédo primordial das atividades desta Politica. Outras
areas poderao colaborar, conforme definicao abaixo.

04.02. Responsaveis pela manutencao da Politica:

E responsabilidade das areas de Compliance, Risco e Tl assegurar, através de monitoramento e testes
periodicos, a conformidade das atividades com esta Politica.

05. DIRETRIZES:

06. Eventos de Risco Operacional

06.01. Fraudes Internas e Externas

Caracterizam-se como fraude os atos intencionais que visam enganar e/ou burlar leis,
regulamentacoes e Politicas da instituicao.

As Gestoras se resguardam com relacao a possiveis fraudes através de uma cultura forte e controles
internos bem definidos. A cultura da empresa é transmitida através do Cédigo de Conduta e Etica,
estrutura hierarquica, padroes de desempenho, treinamentos e estilo de lideranca; todavia, o nao
cumprimento das diretrizes do Cédigo de Conduta e Etica pode resultar em adverténcias ou punicées.

Ja os controles se baseiam nas analises dos Colaboradores realizadas anualmente e nas analises due
diligence sobre parceiros e terceiros contratados. Considerando o risco de imagem, as Gestoras se
associam apenas com pessoas fisicas e juridicas que foram previamente analisadas e possuem
integridade.

06.02. Demandas Trabalhistas e Seguranca no Local de Trabalho
As Gestoras envidam seus melhores esforcos para a identificacao e tratamento tempestivo de erros
operacionais referentes a demandas trabalhistas e seguranca no local de trabalho de seus

Colaboradores.

0 departamento de Recursos Humanos e o departamento Juridico das Gestoras sao responsaveis pela
verificacdo, adequacdo e cumprimento das normas trabalhistas, principalmente no tocante a
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seguranca no ambiente de trabalho. Sendo assim, identificadas falhas relativas a qualquer aspecto
trabalhista, especialmente de seguranca do trabalho, o departamento de Recursos Humanos
comunicara a area de Compliance para, em conjunto, executem as providéncias cabiveis para, se
possivel, evitar a concretizacdo do risco e sanar eventuais consequéncias da referida falha.

06.03. Praticas Inadequadas Relativas a Clientes, Produtos e Servicos

Todas as obrigacoes relativas a clientes, produtos e servicos sao executados pelo administrador
fiduciario dos fundos. Todavia, as Gestoras possuem uma area de Controle de Fundos que monitora
e replica as principais funcdes do administrador relacionadas a clientes, produtos e servicos.

06.04. Danos a Ativos Fisicos Proprios

Os ativos fisicos dos quais dependem as funcdes criticas do negocio contam com cépia de seguranca
e/ou substituto imediato, ou seja, ainda que em situacdes mapeadas como catastrdficas, nas quais
todos os ativos fisicos podem ser perdidos, as Gestoras possuem contingéncias para manter os
processos de negocio em andamento.

06.05. Aqueles que acarretam a Interrupcéo das Atividades da Instituicao

Os eventos de Risco Operacional que podem acarretar a interrupcao das atividades sao analisados no
item 08 desta Politica, chamado “Identificacdo de Cenarios”, e os planos de contingéncia estdo
descritos no item 09 desta Politica, “Sistemas de Contingéncia”.

06.06. Falhas em Sistemas de Tecnologia da Informacao

Dentre as deficiéncias de sistemas mais comuns identificamos as seguintes: tecnologia insuficiente
ou obsoleta ao negocio; o uso nao autorizado ou inadequado da tecnologia; falhas nos equipamentos;
hardware inadequado; invasdes por hackers; falha na protecao da rede; virus de computadores; falhas
de programacao, etc.

Todas essas deficiéncias identificadas sao alvo de consideracéo e as melhores contingéncias/solucdes
sdo aplicadas pelo TI. Algumas das solucdes para as deficiéncias citadas acima sao descritas mais
detalhadamente no item 09, “Sistemas de Contingéncia”.

06.07. Falhas na Execucdo, Cumprimento de Prazos e Gerenciamento das Atividades

A falha humana, apesar de inevitavel, é mitigada mediante a adocao de manuais e politicas internas
visando a orientacao da conduta dos Colaboradores no desempenho das atividades.

A execucao de atividades relacionadas aos fundos conduzidas pelas Gestoras, conforme o que lhe é
cabivel, é monitorada pela equipe de Controle das Gestoras, com objetivo de prevenir, identificar
ou remediar deficiéncias nas transacdes que possam afetar clientes ou contrapartes.

06.08. Risco Legal e Regulatério

O risco legal e regulatorio esta associado a inadequacao ou ineficiéncia dos contratos firmados pela
instituicdo, assim como a inobservancia da regulamentacdo em vigor no que se refere aos
produtos/servicos oferecidos pelas Gestoras, bem como as indenizacdoes por danos a terceiros
decorrentes de atividades desenvolvidas pelas Gestoras e as sancoes advindas de descumprimento de
dispositivos legais.
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As Gestoras contam com um departamento Juridico e um departamento de Compliance, além de
assessoria juridica externa, quando necessario.

06.09. Risco oriundo das Corretoras

Com relacdo ao risco operacional oriundo das corretoras de valores mobiliarios utilizadas pelas
Gestoras como plataformas para a atividade de gestao das carteiras dos fundos, destaca que as
Gestoras operam com mais de uma corretora, de modo que no caso de contingéncia com uma delas,
as operacdes poderao ser realizadas através das demais com as quais as Gestoras possuem contrato.
Assim, em caso de tal contingéncia, a equipe de Risco é responsavel pelo acompanhamento do caso.

A divisao de ordens entre as corretoras visa o aproveitamento da expertise de cada uma delas, de
acordo com as caracteristicas das operacdes negociadas, incluindo parametros de risco e volume, e
a sinergia entre as equipes.

Operacdes realizadas no mercado de balcao sao cotadas em mais de uma corretora. Tais
procedimentos sdo complementados com o disposto na Politica de Rateio e Divisdo de Ordens.

07. Planejamento Estratégico de Continuidade

A presente Politica tem a finalidade de demonstrar, em nivel estratégico, um programa de
continuidade operacional e integridade das informacoes.

Em suma, a estratégia de Continuidade de Negocios das Gestoras consiste em 2 (dois) pontos, sendo
o primeiro garantir que os Colaboradores possam realizar seus processos independentemente de
estarem fisicamente nas Gestoras, através de acesso remoto ao computador do escritorio e,
consequentemente, a todo o seu conteldo.

Ja o segundo volta-se para manter o maximo de sistemas de contencao que preservem a continuidade
dos processos em situacdes de inoperancia de recursos técnicos, por exemplo, no-breaks e geradores
de energia que mantenham o funcionamento das maquinas em caso de queda de luz.

Para o bom funcionamento da estratégia, € necessario que na ocorréncia de indisponibilidade de
recursos, as pessoas diretamente envolvidas possuam total conhecimento das funcoes e
responsabilidades estabelecidas para, desse modo, minimizar ao maximo o impacto nas Gestoras.

08. Analise de Riscos Potenciais
08.01. Identificacao de Cenarios

A identificacdo de cenarios é essencial, pois, através deste processo sao mapeados os cenarios
crediveis que podem afetar as Gestoras de forma parcial ou total. Nesta analise sao consideradas
ameacas que impactam os processos de negdcios ou recursos (instalacdes, equipamentos,
sistemas/softwares) relacionados.

Quedas de energia elétrica, falhas de hardware, virus na rede sdao exemplos de problemas
operacionais que causam risco aos processos do negdcio. As possiveis ameacas podem ser divididas
de maneira geral em ocorréncias diversas e naturais, conforme listagem abaixo:
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6



4 BAHIA

ASSET MANAGEMENT

Doengas / Epidemias
de da alta

de bros da alta
Protestos ou Greves
Roubo / Furto
Problemas de telefonia
|Ameacas de bombas, invasio (fisica)

Virus na rede

Perda de i égi I sigi
Fraudes

|Acidente aéreo

Faléncia ou perda de fornecedor

Falhas no Hardware, Software
Equipamentos quebrados

Invasdo da rede (légica)

Crescente nimero de clientes
|Alteragéo na que impacta nos
|Apagdo

Incéndio

[Tempestade

|Alagamento

[Terremoto/Abalos sismicos

Raios

OCORRENCIAS DIVERSAS

NATURAIS

Com base nessas possibilidades, as ameacas sao classificadas em 3 (trés) grandes grupos listando as
contingéncias existentes e os pontos descobertos pelas contingéncias, sendo que os grupos de
ameacas estao segregados pelo nivel de severidade e pelo grau de probabilidade do cenario.

08.01.01. Cenario Regular
No cenario regular estdo inclusas as ameacas de menor gravidade e maior frequéncia como, por

exemplo, problemas de telefonia, equipamentos quebrados, queda de luz, dentre outros. Neste
cenario, o escritorio existe e todos os Colaboradores estao presentes.

Ameacas Problemas de telefonia;

Virus na rede;

Perda de informacdes estratégicas / Sigilosas;

Faléncia ou perda de fornecedor;

Equipamentos Quebrados;

Roubo / Furto;

Falhas em Hardware ou Software;

Queda de Luz;

Indisponibilidade de um fornecedor de servico essencial, tal como uma
corretora de valores mobiliarios;

Impedimento superior a 30 (trinta) dias dos Diretores regulatorios, eleitos
para fins de cumprimento dos requisitos da Resolucao CVM 21.
Contingéncias \a\%{(VF}

Back Up;

Nobreaks;

Geradores;

Data Center;

Servidor de arquivos duplicado;

Servidor de banco de dados duplicado;

Duas opc¢oes de canal para saida de internet;

Internet Wireless;

Para cada trés equipamentos de hardware existe um em contingéncia;
Manutencao de contrato com mais de um fornecer de servico essencial
para a mesma atividade;

Capacitacao da equipe e manutencao de profissional backup para todas as
areas regulatorias.

Pontos Nenhum.
Descobertos
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08.01.02. Cenario Critico

No cenario critico estdo inclusas as ameacas de média gravidade e de possibilidade factivel como,
por exemplo, alagamento, protestos, pandemias e greves no derredor, além de qualquer outra
situacdo que impossibilite que os Colaboradores tenham acesso ao escritério. Neste cenario, o
escritorio existe, entretanto, os Colaboradores ndo podem estar presentes.

Ameacas Pandemias/epidemias;

Protestos ou Greves;

Ameacas de bombas;

Invasao fisica;

Tempestades;

Alagamento;

Raios.

(o)) 1alt-Clila-Wll Acesso remoto para todos os Colaboradores;
Sistemas de Informacao (ex: Bloomberg Anywhere);
E-mail;

Terminal Service para acesso remoto aos servidores de arquivo e sistemas.
Pontos Nenhum.

Descobertos

08.01.03. Cenario Catastroéfico

No cenario catastrofico estao inclusas as ameacas de alta gravidade e de improvavel possibilidade de
ocorrer como, por exemplo, incéndio total, explosdao ou terremoto. Em ocorréncias como estas, o
escritorio nao existe, sendo assim, a principal estratégia € um acesso remoto de contingéncia que
nao depende da rede do escritorio para funcionar; este acesso remoto se conecta diretamente a rede
corporativa que foi replicada no Data Center externo.

Ameacas Incéndio;

Explosoes;
Terremoto/Abalos Sismicos;
Acidente Aéreo;
Desabamento do Prédio.

(o sl I-CIa Wl Sistemas de Informacao (ex: Bloomberg Anywhere);

E-mail;

Terminal Service para acesso remoto aos servidores de arquivo e sistemas.
Pontos Necessidade de aprovacao de acesso remoto aos servidores que replicam a
DI]o0)s]Ia o} rede do escritério externamente para todos os Colaboradores, tendo em
vista que hoje tal acesso é permitido apenas para os Colaboradores em cargo
de chefia e considerados essenciais para continuidade imediata das
atividades em caso de contingéncia.

08.01.04. Cenario COVID-19

Em relacdo ao cenario COVID-19, as Gestoras tomaram diversas acoes relacionadas a adaptacao ao
cenario, dentre elas:

= O envio de comunicados com informativos de atitudes de prevencao;
= Adisponibilizacao do trabalho remoto para todos os Colaboradores;
= Intensificacao da limpeza no escritorio;

Politica de Risco Operacional e Continuidade de Negdcios Vigente desde 31/12/2025
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= Oferecimento de vacinas de gripe a todos os Colaboradores;

= Oferecimento de testes para o COVID-19 aos Colaboradores que por alguma razao ainda
precisavam frequentar o escritorio;

*= A determinacao do uso de mascara no escritorio durante o periodo de calamidade da COVID-
19;

* Ajuda de custo relacionado ao trabalho em Home Office; e

= Elaboracao de uma politica temporaria com todas as acdes citadas e outras.

08.02. Analise de Criticidade:

Neste item especifico, a Politica analisou a criticidade dos processos de negocios das Gestoras
levando em consideracdo os seguintes parametros:

. , Consegue-se realizar as atividades normais sem o
Dispensavel
recurso
L Consegue-se substituir facilmente o recurso por
Substituivel
outro
O recurso é importante e torna-se complicado a
Importante . o - A
realizagdo das atividades com sua auséncia
. Consegue-se dificilmente realizar as atividades
Essencial L .
sem o recurso, dispéndio de muito tempo
Vital O recurso é essencial para a realizagdo das
ita - . ~
atividades e sem ele as rotinas ndo acontecem

Baseado na analise de criticidade, o presente plano de continuidade enfatiza os processos com nivel
de criticidade classificado como “Vital”, ou seja, aqueles considerados indispensaveis de serem
realizados para o bom funcionamento do negécio.

Processos Criticos Nivel de Principais Contingéncias
Criticidade

Compliance Acesso a documentos Vital Acesso Remoto*
disponiveis na rede corporativa

Controle Fundos | Batimento de custodia Vital Acesso Remoto * (incluindo
Batimento de carteiras LSEG Messenger)
Enquadramento dos Fundos E-mail Web
Especificacdes de Carteira Bloomberg Anywhere (BBG
Conferéncia de caixa dos fundos com Disaster Recovery)

Envio de informacdes para
administradores/custodiantes
Gestao de Colateral

Vendas Rotinas de Relatorio ou posicdo | Vital Acesso Remoto *(incluindo
Institucional Boleta de Resgate ou aplicacao acesso ao Custddia Bradesco)
E-mail Web
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Macroeconomia | Previsao de cenarios Vital Acesso Remoto* (incluindo
macroecondmicos internacionais acesso a Macrobond)
e nacionais Bloomberg Anywhere (BBG
com Disaster Recovery)
Cambio Operar no mercado de cambio Vital Acesso Remoto*
Bloomberg Anywhere (BBG
com Disaster Recovery)
E-mail Web
Analise de Andlise de setores e empresas Vital Acesso Remoto * (incluindo
Mercado Broadcast)
Bloomberg Anywhere (BBG
com Disaster Recovery)
E-mail Web
Precos Validacao dos precos dos ativos | Vital Acesso Remoto *
Informacao do delta das Op¢oes Bloomberg Anywhere (BBG
para auxiliar o Controle no com Disaster Recovery)
enquadramento dos fundos E-mail Web
Fundos de Operacao de Hedge Vital Acesso Remoto*
Mandato E-mail Web
Bloomberg Anywhere (BBG
com Disaster Recovery)
Comunicacao Publicacao de laminas, Vital Acesso Remoto*
informativos, cartas do Gestor e
anuncios de imprensa
Remediar matérias negativas
sobre as Gestoras
Risco de Acompanhamento de risco de Vital Acesso Remoto*
Mercado e mercado Bloomberg Anywhere (BBG
liquidez Acompanhamento de posicoes com Disaster Recovery)
das mesas de operacoes E-mail Web
Sustentabilidade | Acesso a documentos Vital Acesso Remoto*
disponiveis na rede corporativa
Mesa Renda Fixa | Operacodes renda fixa Vital Acesso Remoto*
Bloomberg Anywhere (BBG
com Disaster Recovery)
E-mail Web
Juridico Acesso a documentos Vital Acesso Remoto*
disponiveis na rede corporativa
TI Manutencao de infraestrutura e | Vital Acesso Remoto*

de sistemas, atendimento a
demandas compulsorias, suporte
a usuarios e monitoramento e
controle da seguranca do
ambiente

* 0 acesso remoto inclui a disponibilidade dos arquivos e sistemas internos.
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09. Sistemas de Contingéncia

As informacdes e processos dos quais depende a continuidade dos negocios das Gestoras deverao
contar com sistema de contingéncia em ambiente de producao, backup e/ou copias de seguranca.

09.01. Infraestrutura de TiI

As Gestoras possuem uma area de Tl segregada, a qual, entre outras atribuicoes, € responsavel por
dar suporte aos processos operacionais e manter os sistemas que assegurem a integridade das
informacdes e processos da instituicao.

09.02. Data Center

As Gestoras contam com um Data Center externo que armazena todos os servidores institucionais.
Este servico é considerado de alta disponibilidade porque o prestador de servico segue as melhores
praticas de governanca na area.

Adicionalmente, o Data Center possui seus proprios sistemas de contingéncia e medidas de seguranca
de dados como, por exemplo, sistemas de contencado de incéndio, geradores de grande porte, sala
cofre, cameras, controle de acesso, vigilancia, dentre outros.

Além disso, as Gestoras contam com servidores localizados na propria sede com acesso restrito a
pessoas autorizadas, monitorados por cameras, refrigeracdo controlada, no-breaks e grupo de
geradores.

09.03. Backup

As copias de seguranca das informacoes dos servidores de producao sao armazenadas externamente
em fornecedor especializado - guarda externa - que segue as melhores praticas de mercado para
garantir a seguranca e confiabilidade das informacdes.

Sao realizadas 2 (duas) frequéncias diferentes de Backup, sendo elas o Backup Diario no qual fazemos
um backup completo, no qual é guardada uma copia dos arquivos criados ou alterados desde o Ultimo
backup diario, sendo que essa frequéncia de backup é retida por sessenta dias em nuvem.

E também realizado um backup mensal completo de todos os servidores, sendo que essa frequéncia
de backup é retida por cinco anos em nuvem.

Considerando a rotina de backup descrita acima, na impossibilidade de acesso aos dados que se
encontram no Data Center externo e interno pode-se recuperar os arquivos de backup que estao
armazenados na guarda externa.

09.04. Alta disponibilidade do Ambiente Tecnolégico

Todos os servidores presentes no Data Center externo estdao sob uma plataforma virtualizada em
ambiente fisico de alta disponibilidade, este ambiente conta com as melhores solucdes de
virtualizacdo e fornecedores de equipamentos fisicos.

0 ambiente fisico conta com redundancia de processamento e armazenamento. Em caso de falha de
algum equipamento fisico, o proprio gerenciador interno do ambiente garante que nao havera
interrupcao dos servicos ali presentes.
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Ademais, contamos com a replicacado dos servicos mais criticos no data center local a fim de melhorar
a performance e trazer mais seguranca, conforto e confiabilidade ao ambiente tecnolégico das
Gestoras.

09.05. Queda de Energia / Nobreaks

As Gestoras contam com no-breaks em todos os equipamentos e geradores para se precaver de
situacoes de falta de energia.

A principal finalidade dos no-breaks é sustentar os equipamentos por tempo suficiente até o
acionamento do gerador, tendo em vista que os no-breaks possuem modulos de poténcia que se
sobrepdem em situacao de defeito. Esta contingéncia é testada periodicamente pela area de TI.

As Gestoras possuem, inclusive, geradores que ficam sob gestdo do condominio e possuem capacidade
suficiente para gerar energia a todos os andares do edificio.

09.06. Internet

O canal principal de internet tem a possibilidade de funcionar através de quatro operadoras
diferentes e com meios fisicos distintos, considerado, assim, uma internet de alta disponibilidade.

09.07. E-mail

O servico de e-mail conta com data centers espalhados pelo mundo, em continentes distintos, sendo
todos os dados existentes no data center primario, instantaneamente, replicados em todos os demais
e o dado, inclusive, replicado dentro do proprio data center, a fim de garantir altissima
disponibilidade.

Ademais, os data centers tém duplicacao e armazenagem de dados entre localidades distintas e o
servico pode ser acessado em dispositivos mdveis e através de aplicativo web.

09.08. Telefonia

A central telefonica e os aparelhos individuais possuem redundancia fisica contando com um médulo
passivo acionado automaticamente quando o primario se encontra indisponivel.

09.09. Bloomberg Anywhere

Trabalhamos com 2 (dois) links privados na Bloomberg e uma terceira alternativa, a qual podera ser
utilizada através de um link na internet; ademais, enquanto contingéncia possuimos a Bloomberg
Anywhere, que pode ser acessada de qualquer localidade pelos operadores.

Outros servicos de informacdao como Agéncia Estado, Reuters e Valor Pro podem ser acessados
diretamente pela internet com o uso de login e senha sem a necessidade de contingéncia e
dependendo apenas do servico de internet.

Dessa forma, partindo do principio de que a internet possui alta disponibilidade, devido as
contingéncias citadas anteriormente, pode-se concluir que o acesso a esses materiais possui alta
disponibilidade.

09.010. Antivirus

Todas as maquinas possuem antivirus gerenciados de forma unificada e centralizada.
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A console central se mantém atualizada e distribui todas as novas atualizacdes as estacdes de
trabalho mantendo o parque sempre atualizado.

09.011. Acesso Remoto

0 acesso remoto é uma ferramenta que possibilita o acesso dos Colaboradores a rede das Gestoras a
fim de que possam, dessa forma, realizar suas rotinas fora do escritorio.

0 acesso remoto deve ser utilizado tanto para permitir o trabalho remoto (home office) quanto para
garantir a continuidade dos processos em casos de incidentes de causas naturais ou no ambiente
fisico do prédio, no qual a estrutura de rede permaneca intacta.

Essa ferramenta é testada continuamente, porque, todos aqueles que possuem o0 acesso remoto
frequentemente o utilizam. Além de ter sido a principal contingéncia utilizada no cenario de COVID-
19. Para a conexao do acesso remoto sera exigida a utilizacdo de multiplos fatores de autenticacao
e a instalacao do aplicativo de VPN.

09.012. Acesso Remoto Contingéncia

As Gestoras contam com um terminal de acesso remoto para contingéncia, um recurso que nao
depende da integridade do data center local para funcionar, habilitado em cenarios criticos ou
catastroficos.

Este terminal possui acesso direto a rede corporativa no Data Center externo, sendo assim, os
Colaboradores, aprovados pela Diretoria, de todas as areas com necessidade de uso dos dados
internos possuem acesso a este terminal com todos os seus respectivos aplicativos, acessos e dados
para a eventual ocorréncia do cenario classificado como catastrofico.

09.013. Contingéncia Gestor de Recursos

As Gestoras possuem Gestor capacitado, e autorizado pela CVM, isto €, com registro de administrador
de carteiras de valores mobiliarios de pessoa natural, e apto para assumir a posicdao de Gestor de
recursos em caso de impedimento superior a 30 (trinta) dias do Gestor titular.

09.014. Manual Operacional de Acesso ao Servidor de Contingéncia

E disponibilizado na rede corporativa e orientado aos Colaboradores a ter, com facil acesso, o Manual
Operacional de Acesso ao Servidor de Contingéncia, sendo esta contingéncia voltada para o cenario
de indisponibilidade total do escritorio.

010. Processo de Ativacao

Uma emergéncia é configurada sempre que houver o impedimento a execucdo de qualquer atividade
essencial das Gestoras, ou processo do qual dependa uma atividade essencial, por periodo igual ou
superior a 48 (quarenta e oito) horas, ou com tempo de resposta igual ou superior a 48 (quarenta e
oito) horas. Além disso, qualquer situacdo na qual a ndo execucao imediata de uma atividade acarrete
prejuizos as atividades das Gestoras, sera considerada uma emergéncia.

011. Validacao/Testes

Os testes buscam periodicamente validar os planos de contingéncia conforme as mudancas no
contexto de negocios das Gestoras.
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Todas as contingéncias citadas acima sao testadas periodicamente, pela area de Tl, visando atestar
a efetividade das estratégias definidas e dos recursos a serem disponibilizados. As evidéncias sao
registradas e arquivadas a fim de manter um historico de ocorréncias.

012. ANEXO

N/A

013. CONSIDERACOES FINAIS:

Este documento é de uso estritamente interno nao devendo ser disponibilizado a terceiros sem a
prévia aprovacao do Compliance.

014. LEGISLACAO / REGULAGAO RELACIONADA:
= Resolucao n° 4.557 do Banco Central do Brasil;
= Resolucao CVM n° 21; e
= Coddigo ANBIMA de Administracdo e Gestao de Recursos de Terceiros,

015. REFERENCIA INTERNA:

= Politica de Seguranca da Informacéao; e
=  Manual de Acesso a VPN.

016. BIBLIOGRAFIA

N/A

017. GLOSARIO

N/A
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